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3stepIT Security Policy 

 

3stepIT is in business of providing customers with efficient, sustainable, and 
secure lifecycle management services. 

3stepIT continuously works on protecting business’, customers’, and 
shareholders’ interests. 

3stepIT implements security measures aiming at balancing risk exposure, 
business value, vulnerabilities, and threats. 

We, in 3stepIT, aim to control, facilitate, and implement well-balanced security 
measures throughout our operations. Security measures normally are a 
combination of appropriate proactive and reactive controls. The former among 
other things include security and risk awareness, policies, access control, etc. 
The latter is about ability to respond to and recover from incidents and 
unforeseen changes in environments. 

Our Information Security Management System (ISMS) implementation is based 
on of ISO/IEC 27001:2013. We are committed to: 

• Ensuring that customers’ expectations and business agreements are met 
• Protecting our shareholders’ value, company’s assets, and investments 
• Ensuring that business strategies and objectives are not jeopardized due 

to security risks 
• Complying with local laws, regulations, and ethical standards wherever 

we operate 

 

 

 

 

 

 

 


